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(1) CryptAcquireContext

API4, CryptAcquireContext
WL Yo T TNy RLVEAERT D,
B8%1( > % —| CryptAcquireContext(
T @ =R HCRYPTPROV* phProv,

LPCTSTR pszContainer,
LPCTSTR pszProvider,
DWORD dwProvType,
DWORD dwFlags

);

RV 1E BOOL (TRUE:hY) FALSE:kH0)

Al /10 S
514K HCRYPTPROV* OUT | /v RAVKSHHERFT DR A > &
LPCTSTR IN NULLSLFCHR T T 5 a7 T4
NULLZFEET S Z &,
LPCTSTR IN NULL 7T T3 % CSP 4 Fk
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Remote Sign"Z 5 &4 52 &,

DWORD IN TanN, ZEAT
PROV_RSA AES #{RETHZ &,
DWORD IN FIEIZR T 5/ XT A —%
0. CRYPT_VERIFYCONTEXT
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HEMILiEEA)ESE,
il P
©5—=—F | NTE_BAD_FLAGS dwFlags |- RIE AR E STV,
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API4 CryptReleaseContext
B Boa T oy RAVERKT 5,
B%c( > % —| CryptReleaseContext(
Tz —RA HCRYPTPROV hProyv,
DWORD dwFlags
);
VK BOOL (TRUE:kY) FALSE: %)
g /10 kS
513K HCRYPTPROV IN CryptAcquireContext THf5% L 7=/~ KL
DWORD IN RIS /3T A —X
0ZIEET DI &,
i N
= 7—=a— [ | NTE_BAD_UID hProv [Z AR EZRENS IR E STV D,
(3) CryptGetProvParam
API4 CryptGetProvParam
B CSPD /T A —X DEZE BT 5,
B%c A > % —| CryptGetProvParam(
Tz —RA HCRYPTPROV hProv,
DWORD dwParam,
BYTE" pbData,
DWORD* pdwDatalLen,
DWORD dwFlags
);
Rl BOOL (TRUE:R%H) FALSE: %K)
i) I/0 N
513 HCRYPTPROV IN CryptAcquireContext CHUS L 72/ > Kb
DWORD IN HEBAGT HT2DD/RT A—H
PAR—-FT2EEER 4-21T77,
BYTE* ouT BEEMNT DNy 77 DRA 5
NULL % $87E L 72 3556 13 H O F A B IEAT
Hbid, pdwDataLen|ZE DA HEE /2 K
SHRIESND,
DWORD* IN/OUT EORIZRFRT DNy 77 ~ORA 5
BAZFEON LIREIZ 1, pbData v 7 7 (23]
DY ToNTEATY A XERET 5, B
Btk THRRZ T, ORI LI R R S 3K
E SN,
DWORD IN B)EICET 53T A —%
0&RESTDHI &,
i kS
=5—=— F | ERROR_ MORE_DATA | pbData /v 7 7 2WhS4X %,
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(4) CryptDestroyKey

API4 CryptDestroyKey

S BN FAVOREIEEIT D,

BA%k1 > % — | CryptDestroyKey(
7 g2 =2 HCRYPTKEY hKey

)i

RV E BOOL (TRUE:hY) FALSE:KH0)

pil /O N
ElES HCRYPTKEY IN I 28D N R
fi P
*=7—a—F | NTE_BAD_KEY hKey (ZARIEZREDRE STV D,

(5) CryptGetKeyParam

API4 CryptGetKeyParam

B PEDRT A —=ZDEETIGFT 5,

(U E— FEBA VAT DT S M A REA F(DER ) 2k 47,)

BE%1 > % —| CryptGetKeyParam(

7z —A HCRYPTKEY hKey,
DWORD dwParam,

BYTE* pbData,
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DWORD* pdwDatalen,
DWORD dwFlags
);
R0 BOOL (TRUE:jk) FALSE:’kHK)
Al I/O S
513 HCRYPTKEY IN ARG D80 N1

DWORD IN EEZEGT 57 A—%
KP_CERTIFICATE: &2 B E# A 1 & 4 7= FEHA &
29,

BYTE* ouT EEAENT DNy T 7 DRA L H
NULL Z$57E L7 A3l 0 E X IAHRIIIThi
J°, pdwDatalLen |[ZEDOEHNC LB 72 B SR E
S5,

DWORD* IN/OUT EOEIZREFT I N T 7 ~DRA X
BEEOON LERIZ X, pbData /3w 7 72D 4
ToONTE AT YA XERET D, BEGHE THREC
I, O E R R IPREIND,

DWORD IN BEICET 53T A —%
0&FRETDHI L,

{2 N2

x5 —a—F | ERROR_MORE_D | pbData Xy 7 7 BN/hEFE 5,
ATA

NTE_BAD_KEY hKey IC RIEZERNGEE STV 5,

NTE_BAD_TYPE dwParam |[Z R IEZREDRE STV D,

(6) CryptimportKey

API4, CryptimportKey
iR SR B EEA B D 1A Te,
B%1( > #—| CryptimportKey(
Jz—RA HCRYPTPROQV hProv,
BYTE* pbData,
DWORD dwDatalLen,
HCRYPTKEY hPubKey,
DWORD dwkFlags,
HCRYPTKEY* phKey
);
R Y fE BOOL (TRUE::%%) FALSE:’&%)
Al I/0 Ea
515 HCRYPTPROV IN CryptAcquireContext CHufF L 72/~ KL
BYTE* IN BT —H DNy T 7 ~DRA X

INBREE A LY AT R DT — X R 1 ISR T2
3fi (3) Public-key BLOBs]&# &M = &,
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DWORD IN 7 — 5 DY A XA R)
HCRYPTKEY IN YT —F DOEFENT A—X
NULL Z#8&Ed 52 &,
DWORD IN BEICRHT 5T A—%
0ZRESTDHI L,
HCRYPTKEY* ouT WOIAATERED NN RV E A —F 53y 77
DT LA
fiE N
=7 —a— ] | NTE_.BAD_TYPE | ##H— RS TR\ BLOB # A FE7-IERIEAREA A >
AR—hLEHE LT,
NTE_BAD_UID hProv |2 RIEAEARE ST\ 5,
NTE_BAD_VER Sy BE—RLEDE L7 BLOB O/3— 3 3K — K
LTl
ik ARBIECTIE, Kb STy PUBLICKEYBLOB DA% 4— h 95,
(7) CryptGetUserKey
API4 CryptGetUserKey
S BT FTNOHN RLVERGT 5,
Bi%% 1 > % —| CryptGetUserKey(
Tz —RA HCRYPTPROV hProv,
DWORD dwKeySpec,
HCRYPTKEY* phUserKey
);
VK BOOL (TRUE:kY) FALSE: %)
Al 110 E
513 HCRYPTPROV IN CryptAcquireContext THfS L7z~ Kb
DWORD IN gEOFESA
AT_KEYEXCHANGE: 7z # i st
AT _SIGNATURE: &4 F#t
AT SIGNATURE ##%ET 5 Z &,
HCRYPTKEY* ouT FEN NNV EZ =35y T 7D R A
{2 N
= 5—=— K | NTE_BAD_KEY hKey IC RIEZRENRE STV,
NTE_BAD_UID hProv |2 RIEA AR E ST\ 5,
NTE_NO _KEY dwKeySpec (25 S =T OEENTFE L7220,
(8) CryptCreateHash
API4 CryptCreateHash
W2 NV At T2 POERREIT,
B%c( > % —| CryptCreateHash(
Tz —A HCRYPTPROQV hProv,
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ALG_ID Algid,
HCRYPTKEY hKey,
DWORD dwFlags,
HCRYPTHASH* phHash
);
R0 BOOL (TRUE:jk) FALSE:’kHK)
Al I/O E
5% HCRYPTPROV IN CryptAcquireContext CHfS L7z~ Kb
ALG_ID IN Ny 2Ty XA
CALG_SHA: SHA1 7 /v =1 X A
CALG_SHA1:SHA1 7 /v J X A
CALG_SHA 256: SHA256 7 /131 X A
CALG_SHA 384:SHA384 7 /131 X A
CALG_SSL3 SHAMDS:
SSLZ 747 v FaaEH 7T V= U X L
CALG_SHA 256 %7213 CALG_SHA 384 %
RETHZ L,
HCRYPTKEY IN F— KNy v a DGEOE NN KL
0%RETHIE,(ARCSP TlEF— KKy o=t
AR AR—1)
DWORD IN EICET 5T A—%
0&RETDHI L,
HCRYPTHASH* OUT | ALy v ad 7yl ROV RV Eay
— DNy T 7 DIRA H
fiE kS
=7 —a— R | NTE_ BAD ALGID | faE@&n7=7 2 Y XA FHAR— F L TR0,
NTE_BAD UID hProv (Z AN EZREDEEE S AL TV 5,

NTE_NO_MEMORY| AE U RAREL TS,

(9) CryptDestroyHash

API4 CryptDestroyHash
B N aF TVl NOWEEEIT I,
%A > % —| CryptDestroyHash(
Tz —A HCRYPTHASH hHash
);
R E BOOL (TRUE:#¥) FALSE: %)
Al 1/0 NA
5% HCRYPTHASH IN WHET LN Ny ad Ty O RV
i Rk
—7—=a— F | NTE_BAD HASH hHash (ZARIEZRMENERE S LTV D,

(10) CryptSetHashParam

API4,

| CryptSetHashParam
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UEEES N ad TVl NOIRTA—=HEBRIET D,
Bi%c 1 > % —| CryptSetHashParam(
7 g2 =2 HCRYPTHASH hHash,
DWORD dwParam,
BYTE* pbData,
DWORD dwFlags
);
KN BOOL (TRUE:kY) FALSE: %)
Al 110 E
g% HCRYPTHASH IN WNIGA—BEBRET DN N a2t TVl FON
N VIZ
DWORD IN RIET H/INT A—H
HP_HASHVAL: pbData /3 7 7 |[ZF#H S 4L 72 M8
oy vafill LTy yad 7 Y= MIRE
ERAE
BYTE* IN NRIA—BIZRET DT —FDRA L
DWORD IN EICET AT A—4
0 ZikET DI L,
fE EA
=~ 7—=a— [ | NTE_BAD HASH hHash [Z RIEZRENEEE S VTV D,
NTE_BAD TYPE | dwParam IZRIEAEAZEE SN TS,
(11) CryptGetHashParam
AP1%, CryptGetHashParam
UEEES N ad TVl NORTA—=HERST D,
B%k1 > % —| CryptGetHashParam(
7 g2 =2 HCRYPTHASH hHash,
DWORD dwParam,
BYTE* pbData,
DWORD* pdwDatalen,
DWORD dwFlags
);
VKN BOOL (TRUE:kY) FALSE: %)
Al I/0 Ea
513K HCRYPTHASH IN INTRA—=BERGTH N Ny a2t Tzl
DN RV
DWORD IN BT 5 /37 A—%
HP_ALGID: 7 /v =Y X4 ID % DWORD 7!
TilkT,
HP_HASHSIZE: N v ¥ = % 4 X %
DWORD A Cik7,
HP_HASHVAL: /v ¥ = fB%& KT,
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BYTE*

ouT EEENT DNy 77 DRA 4

NULL ZF7E L7235 a I3 EOFE &AL I3AT
T, pdwDatalen |[ZMEDOEHIC L E 2R
INBREIND,

DWORD*

INJOUT | EOE I ZRFFT DNy 7 7 ~DRA ¥
BAEIFONM LIRFIZIX, pbData /N 7 7 (ZE
DU THNTZAEY A XERET D, B
FETRRZIZ E ORI LT R S PFRE S
b,

DWORD

IN EEICRE T 5 /8T A —H
0EHETHZ L,

[

o

=7 —a— R

ERROR_MORE_DATA

pbData /N> 7 7 /NS E D,

NTE_BAD_HASH

hHash ([ZARIEZ2 BN E STV 5,

NTE_BAD_TYPE

dwParam ([Z AR EREDFE S LTV 5,

(1 2) CryptHashData

API4 CryptHashData
s NV at TVl MIT—H 52Ny VAR ET D,
B%c( > % —| CryptHashData(
7T xz—A HCRYPTHASH hHash,
BYTE* pbData,
DWORD dwDatalLen,
DWORD dwFlags
);
R0 BOOL (TRUE:jkZ) FALSE: ki)
gin| 1/O Ea
Gk HCRYPTHASH IN NV at Tl ORIV
BYTE* IN Ny ValliEHET LT DR
DWORD IN Ny ValiERET LT -2 DORE
DWORD IN BRI /3T A —X
0 ZETDHI L,
{2 N2
—7—=a— [ | NTE_BAD_ALGID hHash CIRE 727 /0T Y A LTV AR — KL T

VY,

NTE_BAD_HASH

hHash IZ AR IE/Z2ERE SN TV D,

NTE_BAD_HASH_STATE| /v ¥ 2t HIFIEICE T LTV 5720, F— X Z B/

TEUN,

NTE_FAIL

FTHILARWT T =AU,

NTE_NO_MEMORY

AEIUDBARELTND,
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(13) CryptSignHash
API4, CryptSignHash
B Ny V2 EICESEIT D,
%1 > #—| CryptSignHash(
7 =R HCRYPTHASH hHash,
DWORD dwKeySpec,
LPCTSTR sDescription,
DWORD dwFlags,
BYTE* pbSignature,
DWORD* pdwSigLen
);
R A BOOL (TRUE:%2) FALSE:%H0)
i 1/O N
515K HCRYPTHASH IN BLEATOI N2t T KON RV
DWORD IN S OFEIH

AT_KEYEXCHANGE: 7z /it
AT_SIGNATURE: %4 ffit
AT SIGNATURE %# &% E4 5 = &,

LPCTSTR IN Ny ORFEIZOWT O NULL #— 3 R—
bk 3CF5
NULL 5% €35 2 &,

DWORD IN BLWEDT 5T
0% ETH &,

BYTE* OouT BT — B ERNT DN T 7 DIRA K

NULL ZF57E L7 BE I HMEOEF ZARITITH
A3 pdwSiglen (ZE DA LI IR R S/

RE SN D,
DWORD* INOU | BAT — 2 DRI ZREFT D5y 7 7 ~DR
T A H

BAXIE OV LEEICIX, pbSignature /Xy 7 7
IZEID B CTHNT AT Y A XEIRET D,
BB TIRFICIE, B4 T — % ORI LT 7R

REIVRESND,
fiE N
=7 —=2—F | ERROR_MORE_DATA| pbSignature /X~ 7 7 B/hS X 5,
NTE_BAD ALGID hHash TIEE S N7 /0T Y X AEZHAR—F LT,
NTE_BAD FLAGS dwFlags IC RN IEREARE STV D,
NTE_BAD HASH hHash [Z R IERENEE STV D,
NTE_NO _KEY dwKeySpec (25 E L 7= OBEDNTFELE L7220,

NTE_NO_MEMORY | AEUMBFEELTN5,

ERR_TOKEN_GET F | Eyvavifsh O 7&8A =2 V7L vy ab—7
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AILED V) OEBHCIR LT,
ERR_TOKEN REFRE | & v v o UIEROBEHRG (V7 Ly o h—2 %A L
SH_FAILED TR =2 ORI T LT,

ERR_AUTH_FAILED

G E' X ID ORGFET T —23 A LTz,

ERR_GBIZID_COMM_
FAILED

Gt XID &DEEIZHR LT,

ERR_SAD_EXTEND _
FAILED

SAD DIERIZRIL L7z,

ERR_AUTHCODE_GE
N_FAILED

FRA T — ROARIC R LT,

ERR_AUTH_REQUES
T_FAILED

PR OTERIZIIL L 7=,

ERR_AUTH_REQUES
T_CHECK_FAILED

R DOESRIZH T 2 F = v 7 R L T,

ERR_SIGN_VALUE_G
ET_FAILED

EHEOTAFIT R L7z,

ERR_SIGN_LIST RET
URN_FAILED

A L72BAED U A MRANZRHL 72,

ERR_RSSP_COMM_F
AILED

UE— FNEBL AT L EDBEIZRILT,

ikl A API 54Ty, T35 6 %

AR 1. miE R SRSOBEEAERIND,

(KRFaA bPO TERR_~] PbIfEL -7 —a— FOXRLIL, SBRERTEOHET T —=
—FamRLlEYd, EXRT T —a—Fid, WRIED R 2 2 FTRELET,)

(14) CryptVerifySignature

API%, CryptVerifySignature

S B EREET Do

BE%A v 7 —
7Tz — A

CryptVerifySignature(
HCRYPTHASH hHash,
BYTE* pbSignature,
DWORD dwSigLen,
HCRYPTKEY hPubKey,
LPCTSTR sDescription,
DWORD dwFlags

)i

RY fE

BOOL (TRUE:f&Y) FALSE: 20

il

1’0 kS

515 HCRYPTHASH

Bt T BNy a7 V=7 Oy L

BYTE*

BHT =B DNN T 7 ~DRA S

DWORD

BHT—HDREX

HCRYPTKEY

B ORREICEH T 5 ABEED N> FL

LPCTSTR

Ny Y2 OBEIZOWTONULL # — I 3 — |

19 [1.0 hi]




BEZILJE—FERARSA/\YTL
API iE#5E

pe2]
NULL Z&ET 52 &,

DWORD

IN BLKREED T 5
0%HXETDHI L,

[

P

NTE_BAD_FLAGS

dwFlags ICREREARE SN TN D,

NTE_BAD_HASH

hHash (ZARIEZMERRE S LTV D,

NTE_BAD_KEY hPubKey IZ R EAEARE STV 5,
NTE_BAD_SIGNATURE| B4 ORFEIC KHL L7z,
NTE_BAD_UID hProv 2 RIEZRMEARE SN TN D,

NTE_NO_MEMORY

AETURARELTND,
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BEEZSLEFIHAE VE—FERZFZM\YTH
APl T

(1) PUBLICKEYSTRUC
&A% PUBLICKEYSTRUC
R INBAgED BLOB ~ v & & #4419 DAk IE IR,
NO | Z¥4 i) il e
1 bType BYTE BLOB % 1 PUBLICKEYBLOB #f5E9 %,
2 bVersion | BYTE BLOB N\— = CUR_BLOB_VERSION % {5E9 %,
3 reserved | WORD ARfEH -
4 | aikeyAlg | ALG_ID T2y XD
CALG_RSA_KEYX : RSA 554
CALG_RSA SIGN : RSA &4 H
CALG_RSA SIGN #{5ET 5,
(2) RSAPUBKEY
I R4 RSAPUBKEY
R INPHEED BLOB ~ v & 2 ¥54N T~ 2 HIE 1K,
NO| ZH#4 il fiE e
1 magic DWORD O AT RSA1(0x31415352) % {5 €3 5.,
2 bitlen DWORD R 2048(#t R )R ET Do
3 | pubexp DWORD public exponent public exponent {5 E 3 5.,

(3)

Public-key BLOBs

SRS 22 LHBER L L TUIERS L TH )
R 3 BA#E BLOB

NO I i [ e

1 publickeystruc | PUBLICKEYSTRUC | PUBLICKEYSTRU| PUBLICKEYSTRUC # i A& %
C HER fEET D,

2 | rsapubkey RSAPUBKEY RSAPUBKEY ##14 RSAPUBKEY #if{kz 5 E 7
(N %o
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3 BYTE DWORD Modulus Modulus #f&§E7 5,

4. a—V 7o —r A
[FATE B8 EREREREED &I Z2REAT LD a—) v T o—r v A% LFIORT, EAL
T =g, T oa— ) S —r RN CHEET AL,

S

D= T U RAEWATLTCEIT LN &,

12D = ARG LICRb, £DO—T7 U AZ5ET LTHhD
RO —rr o 2Bl LTSS,

(1) & RERAE RSP

CryptAcquireContext Mo TR

phProv: /~> R/USARfER T K1 &

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: O

1
CryptGetUserKey FIH & # A RVES

hProv: CryptAcquireContext TS L7=/~> Nb

dwKeySpec: AT_SIGNATURE

phUserKey: FIIFIE#E N RAAKAAGEET R LA
l

CryptGetKeyParam RIS Y WG

hKey: FIIf#E#E N L

dwParam: KP_CERTIFICATE

pbData: NULL

pdwDataLen: FilfH#FEEREKMFEIRT K L2
dwFlags: 0
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CryptGetKeyParam

A AR 3 B

hKey: FIIf#E#E N L

dwParam: KP_CERTIFICATE

pbData: Fi| Fi# FEH ER MR T KL A
pdwDatalLen: F|HZEFEAERMMEET N L2

dwFlags: 0

l

CryptDestroyKey

RIS~ RVIESE
hKey: FIIf#&#E N L

l

CryptReleaseContext

o T Bk
hProv: CryptAcquireContext CTH(fS L 7=/~ Kb

dwFlags: 0

(2) FRER O H C& 4 RE E UL

CryptAcquireContext

U I A R 51539

phProv: /~> R/LSHAGEIL T R 1 A

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: CRYPT_VERIFYCONTEXT

l

CryptGetProvParam

WRER D H CEA GEH E Y AHUE

hProv: CryptAcquireContext THfS L 7=/ > Kb
dwParam: PP_CRPKI_CA_ CERTIFICATE

pbData: NULL

pdwDataLen: FGE/R D H C &4 EVE RSN KL

dwFlags: 0
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!

CryptGetProvParam

RRER O B CEA REES

hProv: CryptAcquireContext THfS L 7=/ > Kb
dwParam: PP_CRPK|_CA_CERTIFICATE

pbData: FEAER D H O34 REW] EAEANE T R L X
pdwDatalen: F8GE/R D B OB A REHEREMEEET R LA
dwFlags: 0

l

CryptReleaseContext

f o 7Bk
hProv: CryptAcquireContext CHf% L 7=/~ /L

dwFlags: 0

(3) BAEMNI(ELART —F 2 /34— )

CryptAcquireContext

Fra T AR

phProv: /> RIVESHAREIE T K1 A

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: 0

l

CryptGetUserKey

FIHEGE N RVEAS
hProv: CryptAcquireContext TS L7z/~> Kb
dwKeySpec: AT_SIGNATURE

phUserKey: FIIFIFE#E N RARKAAREET R LA

l

[(3) BAAEKRNH(BLART —F 2T F =) Oa—) o Fo—r o AeFETT52 LT,
BAKRT —Z T DNy Va2 lB I OEAEERSG T2 R TE 5,
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CryptGetKeyParam

FIREREAEF YA WS
hKey: FIIHZ&# A~ Fv
dwParam: KP_CERTIFICATE
pbData: NULL

pdwDataLen: Fil HFFEEHEHMERT K L2
dwFlags: 0

l

CryptGetKeyParam

FI A A EUS

hKey: FIIfIZ&# A~ Fv

dwParam: KP_CERTIFICATE

pbData: FI|FH# FERERSMNEIRT R 1L A
pdwDatalen: FJH & FEHEEASHEET FLX

dwFlags: 0

!

CryptDestroyKey

FIRE N FVREE
hKey: FIH##E > v

l
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CryptReleaseContext oLk

hProv: CryptAcquireContext TH(f& L7=/~> Kb

dwFlags: 0

(4) ERERBIB/ N\ EZIES /\8—)2

CryptAcquireContext o TR

phProv: /~> R/UEANGEE 7 K1 A

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: O

l

CryptGetUserKey FIAZG N RS

hProv: CryptAcquireContext CTHuf& L7=/~> Nb

dwKeySpec: AT_SIGNATURE
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phUserKey: FIJHF @~ RVESGHNAEIL T KL A

!

*2 TA)VBALEBIBE(Ny ¥ 2 flZ2 T F =) Oa—Y o To—r U AERITT5H I LT,
BAKGDO Ny v 2 fHICKT 2 B4 EERS T2 2 LN TE D,

CryptGetKeyParam

B REAE YA XHUS
hKey: FIIF#E#E N L
dwParam: KP_CERTIFICATE

pbData: NULL
pdwDatalen: F|JH&FEERASMNEET F L2
dwFlags: 0

l

CryptGetKeyParam

FI I R 3 B

hKey: FIH#&E# > KL

dwParam: KP_CERTIFICATE

pbData: FI|JH# A FEREAAGEIRT B L2
pdwDatalen: I HFEY] TR HHHAS T 1 =

dwFlags: 0

!

CryptDestroyKey

FIRFE g~ R
hKey: FII#F &~ L

l

CryptCreateHash

Ny aF TV NMERK

hProv: CryptAcquireContext THUS L7/~ Kb
ALG_ID: CALG_SHA 256 F7-i% CALG_SHA 384
hKey: 0

dwFlags: 0
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!

CryptReleaseContext

o T Bk
hProv: CryptAcquireContext CTH(fS L 7=/~ Kb

dwFlags: 0

(5) BAMGHALILMREEA R T —Z 2T /4 —)

CryptAcquireContext

= I Y R 51539

phProv: /~> R/UE&HNGEE 7 K1 A

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: CRYPT_VERIFYCONTEXT

l

CertCreateCertificateContext
(A CSP Oxf54t,
OS HEUEMRE A EH 35, )

AEAE D T F A MERR
dwCertEncodingType: X509 ASN_ENCODING
pbCertEncoded: X.509 DER X DFEHET — ¥

cbCertEncoded: FFBiEE

!

CryptimportPublicKeylnfo
(CryptimportKey 73 Z D55 d
NI Ca—&hb)

INPH#EA AR — b

hCryptProv: CryptAcquireContext THUS L 72/ > Kb

dwCertEncodingType: X509 _ASN_ENCODING

pinfo: /A BH#kEH#

CertCreateCertificateContext D5 V) fE% pcCert & L 7= f,
&pcCert->pCertinfo->SubjectPublicKeyInfo

phKey: ZABHSE > ROVEGIAGEIT K LA

!

CertFreeCertificateContext
(A CSP Oxf54t,

AEE D T & A Mg
pCertContext: {3 2 E= 7 F A b
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CryptDestroyKey FIHE S~ RVIEE
hKey: FIIf#E#E N L
!
CryptReleaseContext o TR

hProv: CryptAcquireContext CTH(fS L 7=/~ Kb

dwFlags: 0

(6) BAMRIELIE(N Y ¥ aflaES 2 —)

CryptAcquireContext

Fra T AR

phProv: /> R/VKSHAmEIL T K1 A

pszContainer: NULL

pszProvider: “CRPKI Crypto Service Provider for Remote Sign”
dwProvType: PROV_RSA_AES

dwFlags: CRYPT_VERIFYCONTEXT

l

CertCreateCertificateContext
(A< CSP D%k,
OS IEYEKRE 1 HT 5, )

REAE 2 7 A MR

dwCertEncodingType: X509_ASN_ENCODING
pbCertEncoded: X.509 DER JEA D ET — ¥
cbCertEncoded: FEHEE

l

CryptimportPublicKeylnfo

NERSEA AR — b

hCryptProv: CryptAcquireContext THf3 L 7=/~ Kb
dwCertEncodingType: X509 ASN_ENCODING

pinfo: 2 BRSNS #

CertCreateCertificateContext ® & V) fii & pcCert & L 7=,

&pcCert->pCertinfo->SubjectPublicKeylnfo
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phKey: ZABHSE N RAUBGIAIGEIRT KL A

l
CertFreeCertificateContext SFEE D T % 2 M E
(4 CSP DX 55k pCertContext: {3 2FEHE = 7 F A b
OS HHERERE AT 5, )
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CryptDestroyHash Ny at TV ey NI
hHash: i{ZE+ 5 /"y v a4 7 V=7 b Kb

l
CryptDestroyKey FIHZ N R
hKey: FIJ#&#E N FL
l
CryptReleaseContext = T Bk

hProv: CryptAcquireContext THUS L 7=/ > Kb

dwFlags: O

(7) M0 UBAAERNB(ELRRT — 2 2T /4 —)
[ (3) BAERMBL(BL I RT —Z BT 3E — )| ORGENT 585 2 BA 57— Z OB 12T 5 0
WL TR,

(8) MV IRLUBAAERUI( Ny v 2 BE2ESTE—)

[ (4) BAARLI( Ny v 2 BEZET/NZ — ) OMBNT G &N v & 2 EOEE 720 # 0 I L CRE
O,

¥ (7). (8) DY IR LUEBLAERMLIEOER O EIRIE 10 B & T 5,

(9) v LUEAREHLBL(MGEN R T — # 237 —)
[ (5) BAMAELHE(RGERS R T — Z LT/ F — )| O T I A REERS R T — ¥
DEES 2T #E D IR LT, (AL, X TOEFEADE —ORBHRHTERINTZSGG LT 5, )

(10) #YELUBABIELECN Y ¥ 2 iz ET /2 —)
[ (6) BRIy ¥ 2 HEPET/SZ — ) OFENT D 2~ > & 2 EOEESY
UKL THOHT, (AL, X TOEFEBLDFE OB TERINTZEAE LTS, )
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1 | r7AUHEEE | GEXID RS A G X ID m7/A VEHEZFRRT D, (UHBYA
r)

2 B HANAT— FATEHE | BAE RIS ERR AT — e AT 5,

3 FA ] P A] = — NN G X ID ORI AT DR8] = — R A [l
HICFRTT D,

2. AR
(1) GeEXIDus A

GERIDRZA UMY A 1)
GUEXID DR IA L IUERRS . 7T TPFREB ST G EXID 1 /4
CEIEAFRF SN, G EXID 0o VREEET .

GEXID
OJ41 > [ Login

FTHZ D/ AccountID (A—LT FLR/
Email)

[ )

X T— K / Password

FORNF
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XA T — RS

BA AN Ao A T — R & AT 5,

EEETEFIARS UE-FEEFF0YTH Verl.00

#)(AD—FEADLTLIIZEL,

@

@ [O#AD-FEERRTS(D)

® HEANAD — | @ART—=REANT D, (RF()TERT D)
R AT
@ BEANAT — | A UIEASAY — ROFRFBERTEOEZ D,
R Y
® RiE U & — hELORAEREZAT D,
BEETY M7 A AHE, 3EHAMFIETT —A v -V ERRLTHE
BIEEAET T 5,
@ Fyob | EEEZHACTEARY — FADREEZE T 5,
® X 2P O TS AT — FANILIERZ AL T 95,
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(3) ®8A = — NEIRE
PR = — RN H

G E X ID ORI ANIAT T 55 2 — REABEICETT D,

AXELEFARS UT-FEEFSI(YTF Verl.00

BFmEZEelOd— FEFERimElC A D LT <JEEL,
@ed—kANEC. CoEEFEESNICELET.

© 1234

® | Ferwl

@® A a— K Al 2 — R FRoRT %,
) vt i A B U CRln] = — RRRUBL #4742,
® X #iA 2 B U TRl Al =t — RERRLEE 2 /4 T %,
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¥ T— FEBL RTA Y7 F AP RREE
[CryptoAPI ]
#1.0K
(FEEFHIH)
X OBARTANOEFEHL, EFEANMEELTEY ., EEEFESOEOEAREOEFEMEESICE -
THR#ES N TVET,

¥ OEBAIL. AHERBL RIANERHALEZ SICL 0 RELEHAEOBRELR ORI AENE =HICH
ATHEEFLCONT, —YOELELZAVEREA,

¥ OB RTANOFHICY - TE, RICEIT1TAZEIELET,

(1) BARTANTH L, EHFEBITFAI < BEFEZITO 2 L,
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¥ EHEIZOW TR O@E Y T,
(1) Microsoft Windows /& U* Microsoft Edge i, “K[El Microsoft Corporation ¢ >K[E 3 LN Ol d[EIC
FUF 2 B ERPEIR £ 72 1IRGEE T
(2) Z oM, STV a4, R4 EIT, SO REREIE £ 2I3EE T
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