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FREICFLR DWW T —a— RPROSLIRDGEN S L3, T b O 7 —a— RIZ-DOWTIEMSDN

RO b,

(1) NCryptOpenStorageProvider

API4 NCryptOpenStorageProvider
B TN B —FFE AT,
BE% 1 > % —| SECURITY_STATUS NCryptOpenStorageProvider(
F A NCRYPT_PROV_HANDLE *phProvider,
LPCWSTR pszProviderName,
DWORD dwFlags

);

RV 1E SECURITY_STATUS (ERROR_SUCCESS::%2) ERROR_SUCCESSUI4}:KH))

A I/0 NE
515 NCRYPT_PROV_HANDLE *| OUT | Y RAVRHASGEIT O R A &
LPCWSTR IN NULLSC = THE T4 5 KSP4 ik

"CRPKI Key Storage Provider for
Remote Sign"Z 5 &4 52 &,

DWORD IN RIS 58T A —X
Q&FfEETHZ &,
i NE
T —=2— R | NTE_BAD FLAGS dwFlags IR IERERHEE SN TN D,
NTE_INVALID PARAMETE | 1 DL ED/RF 2 — & — 45,
R
NTE_NO_MEMORY AEVE YT T — )54,

{iked

(2) NCryptOpenKey

API4, NCryptOpenKey

S BEfF o2 B <,

%1 > #—| SECURITY_STATUS NCryptOpenKey(

7 =R PROV_HANDLE hProvider,
NCRYPT_KEY_HANDLE *phKey,
LPCWSTR pszKeyName,
DWORD dwLegacyKeySpec,
DWORD dwFlags

);

R0 fE SECURITY_STATUS (ERROR_SUCCESS:j#%2) ERROR_SUCCESSLM4t: K0

iy P
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2 |Private key of CRPKI_RSA_SHA384 RSA B4 0 SHA384 %V F— 13 5.,
(3) NCryptGetProperty
API4, NCryptGetProperty
W= KSPE 72138t 7 e 37 ¢ DfEZ TG T 5,
B85 > % — | SECURITY_STATUS NCryptGetProperty(
7 —A NCRYPT_HANDLE hObject,
LPCWSTR pszProperty,
PBYTE pbOutput,
DWORD cbOutput,
DWORD *pcbResult,
DWORD dwFlags
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VKN SECURITY_STATUS (ERROR_SUCCESS:j%*) ERROR_SUCCESSVI#}:J:0%)
i 1/O N
518 NCRYPT_HANDLE IN F— N RNV (NCRYPT_KEY_ _HANDLE)
LPCWSTR IN NULLSCF TR T3 58U 5 7 a7 ¢
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pbOutput /X7 A —% —73 NULL D64,
Ny 77— CE R A X (A R EAL)

DEEESID,
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= 5—=—F | NTE_BAD_FLAGS IRTA—H—(Z dwFlags ENRENEFERTOET,
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7 2 NCryptGetProperty @ pszProperty TH 7R — k3 A1
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1 NCRYPT_NAME_PROPERTY FEDAL TR 2K,

2 NCRYPT_VERSION_PROPERTY N—T g UEIREIRT,

3 NCRYPT_ALGORITHM_PROPERTY RO T LAY X84 %IRKT,

4 NCRYPT_IMPL_TYPE_PROPERTY NCRYPT_IMPL_SOFTWARE_FLAG 7>

NCRYPT_IMPL_REMOVABLE_FLAG %
K9, (V7 by =7 FEEEND
U L—sNT7 V52

CRPKI_CERT_PROPERTY_MY GEAEAR R T o TMEAN] 28RS,
(CRPKIKSP_ex.h IZEFz = #L7- TN F— RO BT
EHE) PRS- AEA E A UG5,
EHEIL [CrpkiMyCertificate] TE#d 5,
CRPKI_CERT_PROPERTY_ROOT GEAAEA T D
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(4) NCryptimportKey
API# NCryptimportKey
B FAEEHE - IABHERE - PRSI E A2 A R — b OB 95
BE% A1 >4 —| SECURITY_STATUS NCryptimportKey (
F A NCRYPT_PROV_HANDLE hProvider,
NCRYPT_KEY_HANDLE himportKey,
LPCWSTR pszBlobType,
NCryptBufferDesc *pParameterList,
NCRYPT_KEY_HANDLE *phKey,
PBYTE pbData,
DWORD cbData,
DWORD dwFlags
);
RO SECURITY_STATUS (ERROR_SUCCESS:%%) ERROR_SUCCESSLI4&: 20
4 1/O Rk
513K NCRYPT_PROV_HANDLE | IN T NA K= RV
NCRYPT_KEY_HANDLE IN N RV
LPCWSTR IN A4 R — T 58OFA (BLOBFES),
PAR— b D MEE2EK3INTTT,
NCryptBufferDesc IN A AR — MLUBIZES AT > a /3T A
— %, NULLZFRET 5 Z &,
NCRYPT_KEY_HANDLE ouT ERR S IUTo 8N RAVEEINAR A o &
PBYTE IN A U AR— T 58T — 2 KK (BLOB) ~
DIRA 2 H
DWORD IN pbData ™A X (/A K HAL)
DWORD IN A VA= NEIEIZBET 27 57
0 £721%
NCRYPT_OVERWRITE_KEY_FLAG % {5
ETDHI L,
i ES
=7 —=2— R | NTE_BAD_DATA BLOB 7 — 4% OFAARIE, RIEREEA, RS
NTE_BAD_TYPE pszBlobType 7% KSP TAHY AR — k
NTE_EXISTS [4 DOEN T TITAALE L,
NCRYPT_OVERWRITE_KEY_FLAG ##5&E L TW»
VAV
NTE_NO_MEMORY AE D AR
NTE_BAD_KEYSET KSP %), F7/-137 v o X — |28t v F3fF
EL7Z2W
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NTE_INVALID_HANDLE

hProvider &, L < IZ himportKey 238572~ KL

NTE_INVALID_PARAMETE
R

NULL iR A &« A AR —E72 EORIER G| $

NTE_PERM MHEfR— 7 —
NTE_NOT_SUPPORTED KSP 73 Z 0. (BLOB % A <l m 7 /L3 X
L) AR
%5
# 3 NCryptimportKey ™ pszBlobType TH &R — 4 51
# el N2
BCRYPT_RSAPUBLIC BLOB RSA DB
2 |BCRYPT_ECCPUBLIC_BLOB ECC DB
(5) NCryptFreeObject
API4 NCryptFreeObject
g T O F—F IO RVERBT 5,
%1 > % — | SECURITY_STATUS NCryptFreeObject(
Tz —RA NCRYPT_HANDLE hObject
);
=V AE SECURITY_STATUS (ERROR_SUCCESS:j%*) ERROR_SUCCESSVI#}:J:0%)
Al 1/O N
518 NCRYPT_HANDLE IN RIS DA T =7 hDAN RV
7 a N A A — N v K b
(NCRYPT_PROV_HANDLE) # 7= i3 % —
Ny KL (NCRYPT_KEY_HANDLE) % #§
ET D
{2 N
= 7—=— [} | NTE_INVALID_HANDLE hObject /3SA—2—D/N\URILOVETT,
ik
(6) NCryptSignHash
AP1%, NCryptSignHash
WL Ny ValIlEA T D,
BI%c( > % — | SECURITY_STATUS NCryptSignHash(
7 —A NCRYPT_KEY_HANDLE hKey,
VOID *pPaddinglnfo,
PBYTE pbHashValue,
DWORD cbHashValue,
PBYTE pbSignature,
14 (1.0 hi]




BEZILJE—FERARSA/\YTL
API iE#5E

DWORD cbSignature,
DWORD *pcbResult,
DWORD dwFlags
);
R AE SECURITY_STATUS (ERROR_SUCCESS:%%) ERROR_SUCCESSLI4&: 2 H0)
Al I/0 N
5% NCRYPT_KEY_HANDLE IN Ny T a DEBLIHERTHHE-D AN RV
VOID IN HDIAI G E B ORISR A~ORA 2 —
RSADGE : S Z S ],
PBYTE IN BLT Oy A LT Ny 7 7 D
KA B
DWORD IN B4 95 pbHashValue /X~ 7 7 —PR DX
1 MK
PBYTE OUT | BAMEZEIMNT DNy T 7 DRA X
NULL % $87E L 7 358 13 E O 3F Z A R IEAT
iV, pcbResultiZEDOHANIC LB 7 &
WRESND,
DWORD IN pbSignature /x> 7 7 —®O Y%A X (/A | H]
i)
pbSignature /X7 A — 24— NULL D4,
ZDRT A= T IND,
DWORD OUT | BATEDR S EZMNT 23y 7 7 DRA >
v
pbSignature /X7 A — % — 75 NULL @4
By Ny Ty IR A X (N FH
A7) WREIND,
DWORD IN E{EICE T 5 /X7 A —% RSA DA
BCRYPT_PAD PKCS1 ##Ed 5,
i B
x=7—=— K | NTE_BAD_ALGID hKey /$5A—8—TRENBF—(F. BLEHR—FL

TLWEEA,

NTE_BAD_FLAGS

dwFlags /\SA—2—([ZEMLBENEENTLET,

NTE_INVALID_HANDLE

hKey /SSA—2—MNEHNTT,

NTE_INVALID_PARAMETER

1 DULEDINGA—E—NEHTY,

NTE_NO_MEMORY

AEVEIYSTIS—MHELEL,

ERR_TOKEN_GET_FAILED

tovartER (T EA =22, U7y a b
— 7 ) OB LT,

ERR_TOKEN_REFRESH_F
AILED

vy vaEROBFIE (V7 Ly a b—27 &
HALET 7EBAN—2 v OFE) 1k,

ERR_AUTH_FAILED

G EXID OBFF= T —MN¥AE LT,

ERR_GBIZID_COMM_FAILE
D

G v XID LDOEEIZEK L,

ERR_SAD_EXTEND_FAILE

SAD DIERZ R L 7=,
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D

ERR_AUTHCODE_GEN_FAI|l &7 22— FOAERIZ KA L7,
LED

ERR_AUTH_REQUEST_FAI| 8 A D ERIZKHL L7,
LED

ERR_AUTH_REQUEST CH | A O BRICHT 5 F = v 7 SR L7,
ECK_FAILED

ERR_SIGN_VALUE_GET_F | ZEAEOEAFIZ R L 7=,
AILED

ERR_SIGN_LIST RETURN_| Hutf4 L7= B4 M50 U A MRHICKH LT,
FAILED

ERR_RSSP_COMM_FAILED| UV E£— FEA T AT L O@EIZEK LT,

5% pPaddinglnfo (=i &4 5 /35 1 o 7 ¥k (BCRYPT_PKCS1_PADDING_INFO) o
A 8 pszAIgld IZIFELFOWTFNADT VT Y AL EFRET D,

RSA SHA-256 D54 : BCRYPT_SHA256_ALGORITHM: SHA-256

RSA SHA-384 04 : BCRYPT_SHA384 ALGORITHM: SHA-384

(AKRF=2 A PO [ERR_ ~] olfEL T —a— ROEXRLILZ, B ERXRTEOMELT —=
— FERLET, EXTT —a— FiL, WRLED R A M TIREEL E97,)

(7) NCryptVerifySignature

API#, NCryptVerifySignature

B EHEREET D

Bi%k 1 > % —| SECURITY_STATUS NCryptVerifySignature (

7z =R NCRYPT_KEY_HANDLE hKey,
VOID *pPaddinglnfo,
PBYTE pbHashValue,
DWORD cbHashValue,
PBYTE pbSignature,
DWORD cbSignature,
DWORD dwFlags

);

RV 1E SECURITY_STATUS (ERROR_SUCCESS::%2) ERROR_SUCCESSLI4}: K H))

A I/0 NE

5%k NCRYPT KEY HANDLE | IN WREEIC T A AR D~ R
(NCryptOpenKey <°> NCryptimportKey T
i)

VOID IN INT o TIE R OREER
dwFlags Dz L 0 | $5ET DEEIR A2
®d 2,

PBYTE IN WEERI G L 7 B e~y o 2l (B4 R
T —H DNy )

DWORD IN pbHashValue® /31 k E
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PBYTE IN FERRZBL ST A WY (BAEDEE
LTERBNLT )
DWORD IN pbSignature DA X (/A | HiL)
DWORD IN NT 4 T DFEIE,
PAR-FTLEEE4ITTT,
i B
=7 —=a— [ | NTE_BAD_SIGNATURE B4 DRRGED RAX
NTE_INVALID HANDLE INY RIVDINT A — B L)
NTE_NO_MEMORY AE B S TOTT—NRAE
NTE_NOT SUPPORTED | > FADERICHH S - B4 742 2 A
DR — kx5t
ket

# 4 NCryptVerifySignature ® dwFlags CH 7R — k9 51l

#

il 9% &4 75K

dwFlags DfE

pPaddingInfo |2 459~ 5 f ik 4

1

RSA-PKCS1

BCRYPT_PAD_PKCS1 BCRYPT_PKCS1_PADDING_INFO
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3. a—J T —F A

[ 3% 28 B REREED &I 2EBET L0 a—) v 7 o—r A% FIORT, EAL
T =g, T oa— S —r RN CHEET AL,

(1)  FIAEEAERAOE

NCryptOpenStorageProvider T IRA K — B ERISAT

phProvider: 7' 1 /3o &' —/ 2 ROVKSHNGEIR T R LA
pszProviderName: "CRPKI Key Storage Provider for Remote
Sign”

dwFlags: O

!

NCryptOpenKey FEoN v RIOVEUS:
hProvider: NCryptOpenStorageProvider THfS L 7=/ > Kb
phKey: #E/ > RUKSIAGEI T K1 A
pszKeyName: LL T OfE % 3% &
Private key of CRPKI_RSA SHA256
Private key of CRPKI_RSA_SHA384
dwlLegacyKeySpec: 0

dwFlags: 0

l

NCryptGetProperty AEAEY A X & BT 5,

hObject: NCryptOpenKey THifs L7z~ Kb
pszProperty: CRPKI_CERT_PROPERTY_MY
pbOutput: NULL

cbOutput: 0

pcbResult: A X¥HHH AR A &

dwFlags: 0
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NCryptGetProperty A EZ BUST 5,

hObject: NCryptOpenKey THufs L7z~ Kb
pszProperty: CRPKI_CERT_PROPERTY_MY
pbOutput: FEREFANH AR A &

cbOutput: #&AHAEIE A X

pcbResult: WA XA HRA 4

dwFlags: 0

l

NCryptFreeObject N RV R

hObject: NCryptOpenKey THufs: L7z~ Kb

!

NCryptFreeObject TS =N RIVIRSR

hObject: NCryptOpenStorageProvider THfS L 72/ > K/v

(2) FBRER D B B4 A ERSLE

NCryptOpenStorageProvider T IRA K — B ERISAT

phProvider: 7" /34 Z'—/ > RURSHIGEIR T KL A
pszProviderName: "CRPKI Key Storage Provider for Remote
Sign”

dwFlags: 0

!

NCryptOpenKey PN RVEUS
hProvider: NCryptOpenStorageProvider CTHuf% L 7=/~ KL
phKey: /> R/VEHAGEIR T KL A&
pszKeyName: L N W T IO % 5% E
Private key of CRPKI_RSA SHA256

Private key of CRPKI_RSA_SHA384
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dwlLegacyKeySpec: 0
dwFlags: 0

!

NCryptGetProperty AEHIEY A XA BT D,

hObject: NCryptOpenKey THufS L 7=/~ KL
pszProperty: CRPKI_CERT_PROPERTY_ROOT
pbOutput: NULL

cbOutput: 0

pcbResult: 1 ZHEAHR A > #

dwFlags: 0

l

NCryptGetProperty AEEE BT 5,

hObject: NCryptOpenKey THufs: L7z~ Kb
pszProperty: CRPKI_CERT_PROPERTY_ROOT
pbOutput: FEREFANH AR A &

cbOutput: F&AHAEIE A X

pcbResult: WA XA HRA > 4

dwFlags: 0

l

NCryptFreeObject N RV R

hObject: NCryptOpenKey THufs: L7z~ Kb

!

NCryptFreeObject TS =N RIVIRSR

hObject: NCryptOpenStorageProvider THfS L 72/ > K/v

(3) B R AR
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NCryptOpenStorageProvider

TN, B — KA

phProvider: 7' 1 /34 Z— > ROUVKANEIR T KL A
pszProviderName: "CRPKI Key Storage Provider for Remote
Sign”

dwFlags: 0

!

NCryptOpenKey

N RVEAS
hProvider: NCryptOpenStorageProvider THfS L 7=/ > Kb
phKey: #/~> RLKGINAEIL T KL A
pszKeyName:LL F\ 33O fiE % 5% €
Private key of CRPKI_RSA_SHA256
Private key of CRPKI_RSA_SHA384

dwlLegacyKeySpec: 0
dwFlags: 0
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!
NCryptFreeObject BN RVERER
hObject: NCryptOpenKey THtfS: L7z~ Kb
!
NCryptFreeObject T aNA B —\ RIVIERR

hObject: NCryptOpenStorageProvider THUfS L 72/~ Kb
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BEEZSLEFIHAE VE—FERZFZM\YTH
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NCryptOpenStorageProvider

PASRAT I Akt SN B

phProvider: 7' 1 /34 &' —/ 2 ROVKSHNGEIR T K LA
pszProviderName: "CRPKI Key Storage Provider for Remote
Sign”

dwFlags: O

!

CertCreateCertificateContext
(A CSP O xf54t,
OS HEUERRE A EH 35, )

FEHED T A MR

dwCertEncodingType: X509 ASN_ENCODING
pbCertEncoded: X.509 DER X DFEHET — ¥
cbCertEncoded: FFFHER

!

NCryptimportKey

JEA R — b

hProvider: 7't /3A X —/0 RL

himportKey:##~ > KL

pszBlobType: - > 7"— b T B DI

*pParameterList: NULL

*phKey: ARk S LTzt~ RIS A &

pbData: 1 »AR"— h T 587 —Z KK (BLOB) ~DRA 4
cbData: ppData @4 X

dwFlags0 % 721%

NCRYPT_OVERWRITE_KEY_FLAG

!

CertFreeCertificateContext
(A& CSP D*f54%,
OS HEHERE 235, )

AEAE o T A M
pCertContext:filkHE 4 2FEHE =2 7 F A b

NCryptVerifySignature

B4 BEE
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l

NCryptFreeObject SN RVIR

hObject: NCryptOpenKey CTH(fS L7z~ Kb
l

NCryptFreeObject TN H =N RIVIRER

hObject: NCryptOpenStorageProvider TH(fG L 7=/~ Kb

(5) #viR LB
[ (3) BALEAMMEL OMENT Iy %2 B4 KNG T — & OEE S 720/ 0 K L TR 9,
¥ (5) OV IELEBEALEBE ORI ERIZ 10 B &5,

(6) #ViRLEAMEELE
[ (4) BABRFELE OFEE T ED 2 BALNRT — 2 OB 2T # 0 R L THFUH T,
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1 | r7AUHEEE | GEXID RS A G X ID m7/A VEHEZFRRT D, (UHBYA
r)

2 B HANAT— FATEHE | BAE RIS ERR AT — e AT 5,

3 FA ] P A] = — NN G X ID ORI AT DR8] = — R A [l
HICFRTT D,

2. AR
(1) GeEXIDus A

GERIDRZA UMY A 1)
GUEXID DR IA L IUERRS . 7T TPFREB ST G EXID 1 /4
CEIEAFRF SN, G EXID 0o VREEET .

GEXID
OJ41 > [ Login

FTHZ D/ AccountID (A—LT FLR/
Email)

[ )

X T— K / Password

FORNF

©2019 Digital Agency, Government of Japan
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(2) B2 T— FNANEG
/SR T—K A EE

BLRAR LB RS R T — RE AT 5,

BEETESFIARS UE-FEEF3//0YTF Verl.00

#) A —FZEADLTLEEL,

@

@0 #/RT—FEFFRTSH(D)

©) HANAYD — | @BART—REANT D, IRFEC)TEFRT D)
N AT
@ SR A T — | AN LT SA T — RORRIFERRETEZ D,
=Nk
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